
Based on certification examination in conformity with defined  
requirements in ISO/IEC 17021:2011 and ISO/IEC 27006:2011,  

the Information Security Management System  
as defined and implemented by 

 
 

 
 
 
 

located in Mountain View, California, United States of America, 
is compliant with the requirements as stated in the standard: 

 

 
 
 
 
 
 
 

EY CertifyPoint will, according to the certification agreement  
dated February 13, 2015, perform surveillance audits and acknowledge the  

certificate until the expiration date of the certificate.  
 

*This certificate is applicable for the assets, services and locations as described in the 
scoping section on the back of this certificate, with regard to the specific requirements  

for information security as stated in the Statement of Applicability version 2.6, dated January 19, 2016. 

ISO/IEC 27001:2013 
 

Issue date of certificate: April 15, 2015 
Re-issue date of certificate: April 15, 2016 

Expiration date of certificate: April 14, 2018 

Google, Inc.* 

Certificate 
Certificate number: 2012-001 
Certified by EY CertifyPoint since: 

May 11, 2012 

© Copyrights with regard to this document reside with Ernst & Young CertifyPoint B.V. headquartered at 

Antonio Vivaldistraat 150, 1083 HP Amsterdam, The Netherlands. All rights reserved. 

 

drs. R. Toppen RA 

Director EY CertifyPoint 
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Google, Inc. 
Scope for certificate 2012-001 

The scope of this ISO/IEC 27001:2013 certification is bounded by the 
products and their offerings as listed below, along with the data contained or 
collected by those offerings.  
 
 Google Apps for Work, Google Drive for Work (Google Apps Unlimited) and 

Google Apps for Education, this includes:  
 

Google Apps Products: 
• Gmail 
• Calendar 
• Drive 
• Docs 
• Sheets 
• Forms 
• Slides 
• Talk 
• Hangouts 
• Vault 
• Sites 
• Groups 
• Tasks 
• Contacts 
• Admin console 
• Apps Script 
• Classroom (Only for Google Apps  

for Education) 
• Inbox by Gmail 
• Keep 
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Google Product APIs:  
• GMail REST API 
• Drive REST API 
• Calendar API 
• Contacts API 
• Tasks API 
• Sites API 
• Sheets API 
• Apps Activity API 
 

Google Apps Admin SDK APIs:  
• Admin Settings API 
• Domain Shared Contacts API 
• Directory API 
• Reports API 
• SAML-based SSO API 
• Apps Email Audit API 
• Calendar Resource API 
• Email Settings API 
• Groups Migration API 
• Groups Settings API 
• Enterprise License Manager API 
• Reseller API 

 



Google, Inc. 
Scope for certificate 2012-001 

 
 Google Cloud Platform:  

• App Engine 
• Compute Engine 
• Cloud SQL 
• Cloud Storage 
• Cloud Datastore 
• BigQuery 
• Genomics 
• Cloud Dataflow 
• Cloud Bigtable 
• Container Engine 
• Cloud Dataproc 
• Container Registry 

 
 
 
The Information Security Management System (ISMS) is centrally managed 
out of the Google, Inc. headquarters in Mountain View, California, United 
States of America. The ISMS mentioned in the above scope is restricted as 
defined in the ‘Google ISO 27001 Scope and Bounds Assertion’ (formal ISMS 
location listing document), version 1.4, signed on January 19, 2016, by the 
Senior Manager of Engineering Compliance. 
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 Other Google Services:  
• Google+ 
• Google Now 
• Google Chrome Sync 

 
 Verily Life Sciences (formerly Google Life Sciences): 

• Baseline Study 
• BioQuery 
• Study Kit 
• Disease Management Platform 

 
 Google Analytics & Google Analytics 360 

 

 


